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I. PURPOSE

This computer matching agreement (CMA) sets forth the terms, oonditions, and
safeguards under which the Centers for Medicare & Medicaid Services (CMS) will
disclose to the Social Security Administration (SSA) certain individuals' admission
and discharge information for ca¡e receivod in a nursing care facility. Nursing care
facility, for purposes of this CMA, means certain facilities referenced in CMS' Long
Term Carc-Minimum Data Set System Number 09-70-0528 (LTC/MDS), as defined
below. SSA will use this. information to administer the Supplemental Security
Income (SSI) program efficiently and to identify Special Veterans' Benefits (SVB)
beneficia¡ies who are no longer residing outsìde ofthe United States.

Section 1631(f) of the Social Securiry Act (AcÐ (42 U.S.C. g 1383(f)) requires CMS
to provide SSA with "such infomration as tho Commissioner of [SSA] needs for
purposes of determining eligibility for or amount ofbenefits, or verifying other
information with respect thereto." Beneficiary information required by SSA for these
purposes includes the admission dates, discharge dates, and faoility coding
informarion contained in CMS' LTC/MDS-

The responsible component for CMS is the Survey and Cortification Group, Center
for Clinic¿l Standards and Quality. CMS is the source agency for this matching
prcgram. SSA will serve as the recipient agency for this matching program.

II, LEGALAUTHORITY

This CMA between SSA and CMS is executed pursuant to the Privaoy Act of 79'7 4
(5 U.S.C. $ 552a), as amended by the Computer Matching and Privacy Ptotection Act
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(CMPPA) of 1988 (Pub. L. 100-503) and the regulations promulgated thereunder.
CMS disclosures under this CMA constitute a matching program as defined by the
Privacy Act, 5 U.S.C. $ 552a(a)(8), and will be conduoted in accordance with
applicable requirements and othçr relevant provisions of the Privacy Act.

Legal authority for the SSI portion.of the matching program is contained in sections
161l(e)(l) and 1631(Ð ofthe Act (42 U.S.C. $$ 1382(e)(1) and 91383(f), and
20 C.F.R. g 416.2t1. Section 1611(e)(1)(B) of the Act (42 U.S.C. g 1382(e)(1)(B)
limits the amount of SSI benefits that eligible individuals or their eligiblo spouse may
receive when that individual is, throughout any month, in a medical treatment facility
receiving payrnents (with respect to such individual or spouse), under a State plan
approved under Title XIX ofthe Aot, or the amount ofbenefits an eligible child under
tho ago of l8 may rocoive who ís receiving payments under any health insurance
policy issued by a pÌivate provider.

The legal authorities for the SVB poftion of the matching program are contained in
sections 801 and 806(a) and (b) ofthe Act (42 U.S.C. $$ 1001 and 1006(a) and (b)).

Legal authority for CMS' disclosures under this CMA is section 1631(Ð of the Act
(42 U.S.C. $ 1383(Ð), which roquires Federal agencies to provide SSA with such
information as necessary to establish eligibilþ for SSI payments, or the amount of
benefits owed, and 45 C.F.R. $ 164.512(a) Standard: Uses and disclosures required
by law (Health Insurance Portability and Accountability Act of 1996 (HIPAA)
Privacy Rule).

The legal authority for the agencies to enter inüo this intemgency transaction is the
Eoonomy Aot, 31 U.S.C. $ 1535.

III. DEFINITIONS

"Nursing care faoilities" moans skilled nursing facilities (SNF's), nursíng facilities
(NFs), and SNFs/NFs as defined at 42 C.F.R $ 483.5.

"MDS" means CMS' Long-Term Care Minimum Data Set system of records
(Lrc/MDS 09-70-0528).

"Medicaid" means tho program of modical assistance established under Title XIX of
the Act.

"Supplemontal Security Income" (SSI) program means the Federal program of
Supplemental Security Income for the Aged, Blind, and Disabled under Title XVI of
the Act.

"Special Veteran's Benefits" (SVB) program means the benefit program effective
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Decsmber 14, 1999 under Title VIII of the Act.

IV. RESPONSIBILITIES OF THE PARTIES

A. CMS Responsibilities

1. CMS, as the source agency, will match the SSA finder file against its
LTC/MDS system of records (SOR) and submit its response file to SSA in
accordance with this CMA. This SOR oontains admission and discharge data
on certain nursing care facilities. CMS will submit its response file to SSA no
later than 2l days after receipt of the SSA frnder file.

2. ln its response file, CMS will disclose certain nursing oare facility admission
and discharge data listed in Attachment 3 to enable SSA to determine SSI
recipients' amount ofbenefits or oligibility for benefits, by identifying
individuals who did not report their admission to a nursing care facility as
required by applicable provisions of the Act. The nursing care facility
admission and discharge data disclosed will also help SSA determine if an
SVB recipient has retumed to the United States.

B. SSA Responsibilities

SSA, as the recipient agency, will provide Congress and the Office of
Ma¡agement and Budget (OMB) with a notice of this computer matching
program and will publish the required matching notioo in the Federal Register.
Upon publication, SSA will inform CMS of the Federal Register notice.

2. SSA will provide CMS with a fìnder file on a monthly basis in acoordance
with this CMA. The finder file will oontain the name and Social Security
number (SSN) ofSSI and SVB beneficiaries, and the data elements listed in
Attachment 2.

3. SSA will uso ths information obtainod by CMS under this CMA to identify
SSI recipients who did not report their admission to a nursing care facility as
required under the Act and to identify SVB beneficiaries who are no longor
residing outside of the United States.

4. SSA will also inform SSI beneliciaries of computer matohing activities
whenevet there is a pending adjustment to their SSI payments. Pursuant to the
LTC/MDS system of records notice and this CMA, SSA will establish
administrative, technical and physical safeguards to prevent unauthorized use
of disclosure of the records in accordance wilh this CMA, for examplo SSA:

a. Will remove/destroy patient-identifiable information at the earliest
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opportunity, in accordance with this CMA; and

b. Will not use/disclose the data other than as permitted by this CMA.

V. JUSTIF'ICÂTION AND ANTICIPATED RESULTS

A. Justification

Section 1611(o)(1)@) of the Act (42U.5.C. $ 1382(eXlXB)) (and as described in
20 C.F.R. $ 416.211) limits the arnount of SSI benefits that an eligible individual,
or an eligible spouse may receive when that eligible individual is a patient in a
medical treatment facifity and receiving payments throughout the entirety of a
given month under a State plan approved under Title XIX ofthe Act or, ofcertain
oligible children who are receiving payments under any health insurance policy
issued by a private provider. CMS' admission and discharge data will help SSA
enforce this provision and potentially reduce the number of overpayments. The
information provided under this CMA by computer matohing is faster and more
efficient than the use of a manual process.

In accordance with section 801 ofthe Act (42 U.S.C. $ 1001), an individual is
entitled to receivo SVB only when he or she resides outside the United Søtes,
The information provided by this match will help SSA determine if the individual
has resided or is ¡esiding in the United States.

B. Anticipated Results

The estimated benefit of this matohing operation equates to $105,653,136. The
benefit includes the correction of those casos in which there is a decrease in the
monthly payment amount and the recovery of detected overpaymçnts, as well as

the oorrection of cases that result in retroaotive SSI underpayments. The SSA
projected costs for this computer matching program will total approximately .

524,787,959. The estimated savings should make this matching operation cost
effectivo, with a beneflt to cost ratio of4.26:1. See the attached Cost Benefit
Analysis (Attachment 1 ).

CMS does not expect to derive any program savings beoause ofthis matching
opefation.

VI. DESCRIPTION OF RECORDS TO BE MATCI.IEI)

A. System of Records (SOR)

1. SSA will provide CMS with a finder file on a monlhly basis, which will be
extracted from data maintained pusuant to SSA's Supplemental Security
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Income Record and Speoial Veterans Benefits, SOR 60-0i03, last fully
published on January ll,2006 (71 Fed. Reg. 1830), and amended on
Deoembor 10,2007 (72 Fed. Reg. 69723). The SOR contains routine uses to
allow the disclosures under this CMA.

2. CMS will match the SSA hndor file against data maintained pursuant to the
Long Term Care-Minimum Data Set (LTC/MDS) (System Number
09 -7 0-0 528) SOR, last publishe.d on March 19, 2007 (72 Fed. Reg. I 280 1 ),
and submit its response file to SSA.

B. Specified Data Elements Used in the Match

Attachment 2, "SSA F'inder File" and Attaohment 3, "CMS MDS Response File"
contain the data elemonts used in this computer matching program.

C. Numbe¡ ofRecords

SSA anticipates fumishing a monthly finder file to CMS that will contain
approximately 8.2 million records of recipients of SSI and SVB.

CMS will provide a responso file for those individuals matched to each monthly
SSA finder fìle, The response file will contain the applicable data elements from
the LTC/MDS assessment records described in Attachment 3. CMS will return
approximately 50,000 ¡ecords on a monthly basis to SSA.

D. Frequency

SSA will provide CMS with a finder file on a monthly basis. CMS will submit its
response file to S SA no later than 2 I days after receipt of the S SA finde¡ file.

VII. NOTICEPROCEDURES

A. Applicants/Effollees

Both CMS and SSA will notify all applicants who apply for benofits for their
respective programs that these two agencies will oonduot matching programs.

B. Recipients

SSA will provide computer matching program information in its annual mailings
of cost-of-living adjustment notices to current SSI and SVB recipients, which
includes a notice that recipients may be subject to computer matching.
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C. Federal Register Publication

SSA will provide notice ofthe matohing program through a Federal Register
notice,

Additionally, SSA will notify the appfopriate Congressional Committees and
OMB of this computer mâtching activity. 5 U.S.C. $ S5Za(o)(2)(A) and (r).

VUI. VERIFICATION PROCEDURES AND OPPORTUNITY TO CONTEST
, FINDINGS

rx.

A. Verification Procedures

SSA will take no adverse action regarding applicants/recipients identified through
the matching piocess solely based on the information that SSA obtains from the
computor matohing program. SSA will contact the individual to veri$ thê
matching results in accordance with 5 U.S.C. $ 552a(p) and OMB guidelines.
SSA will then evaluate the individual's eligibility or payment amount, or both in
accordance with the provisions in seotions 161 I (e)(l )(B) of the Act (42 U.S.C.
g 1382(e)(1)@) a¡d section 801 of the Act (42 U.S.C. $ 1001).

B. Notice and Opportunity to Contest Findings

Before taking any adverse aotion based on the verified information ¡eceivod
through fhe match, SSA will provide all applicants/rocipients subject to adverse
action by virtue of this computer-matching program with the following
information:

1. That SSA has received information from CMS which indicates that the
proposed adverse action affecting their benefits is necessary; and

2. That the individual has ten days to contest the proposed advorse action or SSA
will conclude that the data upon whioh thc decision is based are cor¡ect and
will make necessary payment adjustments.

PROCEDURES F'OR RETENTION AND TIMELY DESTRUCTION OF
IDENTIFIABLE RECORDS

SSA and CMS will only retain the electronic files received from the other agency under this
CMA for 90 days or the period requirod for any processing related to the matching program
and will then desíoy the records by electronic purging, unless the recipient agency must
retain the information in order to meet evidentiary requirements. I¡ the latter instance, SSA
and CMS will retire the reoords in accordance with the Federal Records Retention Schedule
(44 U.s.C. $ 3303a).
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SSA or CMS will not create permanent files or a separate system comprised solely of
the data provided by the other agency.

SSA will destroy the CMS response files when matching is complete and, where
retention is r€quired under the terms described above, may place a printout of the
comparison results in that specific individual's SSA claims folder, as required. SSA
will dispose ofthe printouts in accordance with the appropriate Federal records
retention schedule provided under 44 U.S.C. $ 3303a.

X. SECURITYPROCEDURES

SSA and CMS will comply with the requirements of the Federal Information Security
Management Act (FISMA), 44 U.S,C. Chapter 35, Subohapter II, as amended by the Federal
Information Security Modernization Act of 2014 (Pub. L. 113-283); related OMB circulars
and menroranda, such as Circular A-130, Managing Infoflnølion os a Strategic Resource
(July 28, 2016); National hstitute of Standards and Technology (NIST) directives; and the
Federal Acquisition Regulâtions, including any applicable amendments published after the
effective date of this CMA. Theso laws, direotives, and regulations includo requirements for
safeguarding Federal information systems and personally identifiable information (PII) used
in Federal agency business processes, as well as related reporting requirements. Both
agencies recognize, and will implement, the laws, regulations, NIST standards, and OMB
directives inoluding those published subsequent to the effective date of this CMA.

FISMA requirements apply to all Federal contracf,ors, organizations, or entities that possess

or use Federal information, or that opef¿te, use, or have access to Federal information
systems on behalf of an agency. Both agencies are responsible for oversight and complianoe
of their contractors and agents.

A. Loss Reporting

Ifeither SSA or CMS experiences an incident involving the loss or breach ofPII
provided by SSA or CMS under the terms of this CMA, they will follow the incident
reporting guidelines issued by OMB, In the event of a ieportable inoident under OMB
guidance involving PII, the agency experiencing the incident is responsible for following
its established procedures, including notifioation to the proper organizations (e.9., United
States Computer Emergency Readiness Team, the agency's privaoy office). In addition,
the agency experiencing the incident (e.g., electronio or paper) will notify the other
agency's Systems Security Contact named in this CMA. If CMS is unable to speak with
the SSA Systems Security Contact within one hour or if for some other reason notifying
the SSA Systems Security Contaot is not practicable (e.g., it is outside of the normal
business hours), CMS will oall SSA's National Network Service Center toll free at
l-8"17 -697 -4889. If SSA isunable to speakwith CMS Systems Security Contact within
one hour, SSA will contact CMS' seourity contact information at l-800-562-1963.
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B. Breach Notification

SSA and CMS will follow PII breach notification policies and related procedures issued
by OMB. If the agency that experienced the brcaoh dctermines that the risk of har.rn
requires notification to affected individuals or other remedies, that agcncy will cany out
these remedies without cost to the other agency.

C. Administrative Safeguards

SSA and CMS will restrict access to the data matched and to any data created by the
match to authorized employees and officials who need it to perform their official duties in
connection with the uses of the data authorizod in this CMA. Further, SSA and CMS will
advise a1l personnel who have aocess to tho data matched ar¡d to any data created by the
match of the confidential nature ofthe data, the safeguards r€quired to protect the data,
and the civil and criminal sanctions for noncompliance contained in the applicable
Federal laws.

D. Physical Safeguards

SSA and CMS will store tho data matohed and any data created by the match in a¡ area
that is physically and technologically secure from access by unauthorized persons at all
times (e.g., door locks, card keys, biometric identifiers, etc.). Only authorized persorxrol
will transport the data matohsd and any data created by the match. SSA and CMS wíll
establish appropfiâte safeguards for such data, as determined by a ¡iskbased assessment
of the circumstances involved,

E. TeohnioalSafeguards

SSA and CMS will process tho data matched and any data oreated by the match under the
immediate supewision and control of authorized personnel in a manner that will protect
the confidentiality ofthe data, so that unauthorized persons cannot retrieve any data by
oomputer, remote terminal, or other means. Sysûems personnel must enter personal
identifïcation numbors when accessing data on the agencies' systems. SSA and CMS
will strictly limit authorization to those electronic data areas necessary for the authorized
analyst to perform his or her official duties.

F. Application of Policios and Procedures

SSA and CMS wiil adopt policies and procedures to ensure that each agency uses the
information contained in thsir respective records or obtained from oach other solely as
provided in this CMA. SSA and CMS will oomply with these guidelines and any
subsequent revisions.
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G. Security Assessment

NIST Special Publioation 800-3?, Revision l, encourages agencies to accept eaoh
othor's security assessments in order to reuse information systcm resources and/or to
accept each othor's assessed security posture in order to share information. NIST
800-37 futher encourages that this type ofreciprocity is best achieved when agencies
are tlansparent and make available sufficient evidence regarding the security state ofan
information system so that an authorizing offioial from anothor organization can use that
evidence to make c¡edible, risk-based decisions regarding the operation and use of that
system or the information it pfocesses, stores, or transmits. Consistent with that
guidance, the pmties âgree to make available to each other upon request system security
evidence for the purpose of making risk-based decisions. Requests for this information
may be made by either party at any time throughout the duration or any extension ofthis
CMA.

X[ RECORDS USAGE, DUPLIC.{TION, AND REDISCLOSURE
RESTRICTIONS

SSA and CMS will adhere 1o the following limitations on the use of the information
disclosed under the provisions of this CMA:

A. The matching files exohanged under this CMA remain the property of the
providing agency and will be destroyed as provided above in article IX.

B. SSA and CMS'will use and access the data only for the purposes described in this
CMA.

C. SSA and CMS will not use the data to extract information conceming the
individuals described therein for any purpose not stated in this CMA.

Nothing in this CMA shall limit the ability of SSA or CMS to respond to an ordor
requiring the produotion offiles or documents issued by a Court of competent
jurisdiction, including files or documents covered by the Privacy Act that are
producod under an appropriate Protectivo Ordor, Before production, the agency
to whom the order applies, must providc reasonable notice to the agency whose
records are the subject of the order to allow for that âgency to intervene if
necessaly.

D. SSA or CMS will not duplicate or disseminate the data.exchanged by this
matohing program within or outside their rospective agencies without the written
approval of the agency providing such information, exoept when required by
Federal law or under this CMA. SSA and CMS will not grant such apptoval
unless the law requires the disolosure or the disclosure is essential to the matching
progfam. For such permission, the agency requesting permission must speoify in
writing what information they are requesting to duplicate or disseminate, to
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whom, and the reasons that justify such duplication or dissemination.

XII. RECORDSACCURACYASSESSMENTS

SSA does not luve ar aoouracy assessment speciho to the datu elements listed in
Attaohment 2. However, SSA conducts periodic, statistically valid, stewardship
reviews (see SSA's F¡sc¿l Year 2016 Title XVI Payment Accuracy Report, Au&tst
20 I 7), in whrch the data elements listed in Atüachmcnt 2 are included as items
available for review and corection. SSA quality reviewers interview lhe seleoted SSI
recipients and representative payees and redevelop the non-medical factors of
eligibility to dctormine whether the payment was coreot. Based on the available
study results for the SSI database, wo have a reasonable assurance that SSA's
acc¡.¡racy assumptions ofa 95% confidence level for the data elements listod in
Attachment 2.

Based on its operational experience, CMS estimates that at least 96 percent ofthe
information on the MDS is accurate,

XIII. COMPTROLLERGENERALACCESS

The Govemment Accountability Office (Comptroller General) may have access to all CMS
and SSA data, it deems necossary, in order to monitor or verify oompliance with this CMA.

XIV. REIMBURSEMENT

All work performed by CMS in accordance with this CMA will be performed on a
reimbursable basis and billing is based on actual costs incurred. SSA will transfer
funds to CMS, in the form of progross or periodio paynents, on at.least a quarterly
basis to support CMS' activities under this CMA, Transfers of funds will be by
means of the IPAC (lntra-Govemmental Payment and Colieotion) system. The SSA
interagency agreement (IAA) number, as identified in the Fonn SSA429 will be
cited on all IPAC submissions.

This CMA does not authorize SSA to incur obligations for payrnent of funds. SSA
authorizes the obligation of funds only by execution of Form S S{-42g,Intelagenoy
Agreement Data Sheet. Acco¡dingly, accompanying this CMA is an executed Form
SSA-429 that provides authorization for SSA to pay for services under this CMA in
fiscal year (FY) 2018. Since this CMA spans multiple fiscal years, SSA will prepare
a new Form SSA-429 at ths beginning ofeach succeeding fisca.l year during which
CMS will incur costs for the performance of services provided under this CMA.
Eaoh party will sign such form on or before the commencement of the applicable
fiscal year. Both parties must approve an amended Form SSA-429 if actual costs
exceed the estimâted cost. SSA's obligation to pay for services performed in fiscal
years beyond FY 2018 is subject to the availability of ñrnds.
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XV

At least quarterly, but no later than 30 days after an accountable event, CMS must
provide SSA with a performanco report (e.g., billing statement) that details all work
performed to date. Additionally, at least quarterl¡ the parties will reconcile balances
related to revenue and expenses for work perf'ormed under the CMA.

DURATION OF'AGREEMENT

A. Effective Date

The effective date of this CMA is December 6, 2018, provided that SSA reported the
proposal to re-establish this maûching program to the Congessional committees of
jurisdiction and OMB in accordance with 5 U,S.C. g 552a(oXZXA) and OMB Circular
A-108 (December 23,2016), and SSA published notice ofthe matching program in the
Federal Register in accordance with 5 U.S.C. g 552a(e)(12).

B. Du¡ation

This CMA will be in effect for a period of I8 months, oxpiring on June 5, 2020.

C. Renewal

The CMS' and SSA's Data Integrity Boards (DIB) rnay, within three months prior
to the expiration of this CMA, renew this CMA for a period not to exceed twelve
months if CMS and SSA can certify to their DIBs that:

1. The matching program will be conducted without change; and

2. The matching program has been conducted in compliance with the original
CMA,

Ifeither agency does not want to continue this program, it must notify the other
agency of its intention to discontinue at least 90 days before the end ofthe then-
cuffent period of the cMA.

D. Modification

SSA and CMS may modify this CMA at any time by a written modification,
agreed to by both agencies and approved by the DIB of each agency, and in
accordance with Federal law.

E. Termination

The agencies may terminate this CMA at any time with tho consent of both
agencies. Either agency may unilaterally terminate this CMA upon wdtten notice
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to the other agency requesting termination, in which case the termination sh¿ll be
effective 90 days after the date ofsuoh notioe, or at a later date as specified in the
notice.

SSA or CMS may immediately and unilatemlly suspend the data flow utìder this
CMA or tsrminate this CMA if either party:

1. Determines that the othef party has used or disclosed the information in an
unauthorized manner;

2. Determines that the other pafiy has violated or failed to follow the terms of
this CMA; or

Has reason to believe that the other party breached the terms of this CMA. If
either party suspends the data flow in accordance with this subsection, the
data exchange will be suspondod until final determination ofa breach is made.

XVI. INTEGRATIONCLAUSE

This CMA, Attachments I through 3, and Form SSA-429 as referenced in artiole XIV
constitute the entire agreement ofthe parties with respect to its subject matter and
supersedes all other data exchange agreements between CMS and SSA that pertain to
the disclosu¡e of the specified CMS tecords on nursing care facility admission and
discharge information, There have been no representations, wananties, or promises
made outside of this CMA with respect to the subject matter of this CMA. This CMA
will take preoedence over any other documents that may be in oonflict with it.

XV[. DISCLAIMER

CMS is not liable for any damages or loss resulting from errors in information
provided to SSA under this CMA. Furthermore, CMS is not liable for damages or
loss resulting from the destruction ofany materials or data provided by SSA. All
information furnished to SSA will be subject to the limitations and qualifications, if
any, üansmitted with such information. If; because of any suoh error, loss, or
destruction, CMS must re-perform the services, the additional cost tlereof becómes
part of the fuIl costs incurred in compiling and fumishing such information and SSA
will pay for suoh additional costs,

XVIU. DISPUTERESOLUTION

Disputes related to this CMA will be tesolved in accordance with instructions
pncvided in the Treasury Financial Manual Volumo I, Part2, Chapter 4700, Appendix
1.0, Intrq.governmenlal Transdction Guide.
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XIX. PERSONS TO CONTAC'T'

A. SSA contaots are:

Systcms Issucs

Michelle J. Anderson, Branch Chief
Dìvision of Business Intelligence, Analytics and Exchange/DEVB
Office of lT ltrogrammatic Business Support
Ofïice of Systems
Social Security Administration
(1401 Seourity Boulevard, 3-D-l Robert M. Ball Buitding
Baltimore, MD 21235
Telcphone: (410) 965 5943
F'ax: (410) 966-3147
Emâil: Michclle. J.Andslson@Ês4.gqv

Security Oneraúions Jssues

Infornation Security Issues - Office of Information Secufity
.Iennifer l{utz, Director
Office of Information Security
Division of Compliarrce and Assessments
Suite 3208 Annex
6401 Security Boulcvard
Baltinrore, MD 21235
Telephone: (410) 9 66 -8253
Email: Jennifer.Rutz@ssa.gov

Agreement Issues

Norma Followel.l, Supervisory Team Lead
OfTice of Privacy and Disclosure
Officc of thc Gcncral Counsel
6401 Secutity Boulevard, G-401 WHR
Social Securìty Administration
Baltimore, MD 21235
Telephone: (410) 965-50806
Email: N<¡rma.Iìollowel lfa)ss¿.sov
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Offìce of Data Exchanse Liaison

Lsechelle Har¡ison, Project Coordinator
Office ofDaø Exchange
Office of Data Exchange and Policy Publications
6401 Security Boulevard, 4-C-8B Annex Building
Baltimore, MD 21235
Telephone: (410) 966-0308
Email: Leechelle.Harrison@ssa.eov

B. CMS contacts are:

Svstem Issues

Tejas Shukla
Division of Nursing Homes
Survey and Certification Group
Center for Clinical Sta¡daÌds and Quality
Mailstopr C2-21-16
7500 Security Boulevard
Baltimore, MD 21244-1850
Teþhone: (410) 786-3500
Email: Tejas.ShuklalØcms.hhs.eov

Pr¡vacv ând Svstems Securltv Issues

Walter Stone
CMS Privacy Offioer
Division of Security, Privacy Policy & Govemance
lnformation Security & Privacy Group
Offrce of Information Technology
Centers for Medicare & Medicaid Services
Mail-Stop N1-14-56
7500 Security Boulevard
Baltimore MD 21244-1850
Telephone: (410) 786-5357
Ernail: Walter.Stone@cms.h¡s.eov
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Agreement Coordination Issues

Barbara Demopulos
Division of Security, Privacy Pôlicy & Govemance
Information Security & PrÌvacy Group
Office of Information Technology
Conters for Medicare & Medicaid Services
Mail Stop: N1-14-40
7500 Soourity Boulevard
Baltimore, MD 21244-1850
Telephono: (410) 7 86-6340
Email: Barbara.Demopulos@cms.hhs.gov
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XX. SIGNATURES

SOCTAL SECT]RITY ADMINISTR,4,'TTON

1'he signatories below rvanant and represent that they fìave the compctcnt authority
on belralfoftheir respeetive agencies to enter into the obligatíons set fofih in this
âgreemcnl.

Monica Chyn
Acting De¡luty Executive l)irector
Office of Privacy and Disclosure
Ofïice ofthe General Counsel

9rt\ t t

SOCIAL SËCUR.ITY ADMINISTRATION
DATA INTEGRITY BOARD

Chai¡
Data

Datc

ty Board

llaqlr4rl



B. Centets for Médicare & Medicaid Services Approving Official

The authorìzecl approving offrcial, whose signature appears below, accepts and
expressly ågrees to the tetms and conditions expressed herein, confifln that no
verbal agreenrents ofany kind shall be binding or tecognized, ancl hereby commits
his respective organizations to the temls ofthis Agreement.

Approved By (Signature of Àuthorized CMS Approving Officlal)

//L
Kevin Allen Dorsey, Deputy Director ,/
lnformation Security & Privacy Gro/p. and
Deputy Chief Information Security Officer
Office of Information Technology
Centers for Medicare & Medtcaid Services

Date:

azfsþ,ø



HEALTH AND HUMAN SERVICES DATA INTEGRITY BOARD 

The authorized DIB official, whose signature appears below, accepts and expressly 
agrees to the terms and conditions expressed herein, confirm that no verbal 
agreements of any kind shall be binding or recognized,. and hereby commits their 
respective organization to the terms of this Agreement. 

. -· · · · ··------·---···"··-·--···""""'"""•'•· ······ ··-· ... .......... -- - -----··--·······"""'"'""'" __ ,..,____ - - - - - - -· ---- - -·----·--· 

Appt·oved by (Signat111·e of' Authorized HHS DIB Official) 

Scott W. Rowell
Assistant Secretary for Administration 
HHS Data Integrity Board Chairperson 
U.S. Department of Health and Human Services 

Date: 


